
PRIVACY POLICY 

 

Privacy Policy 

Data Controller and Website Operator: 

Company Name: Aprit-Hungary Ltd. 

Registered Office: 4600 Kisvárda, Török utca 34., Hungary 

Email: aprithun@gmail.com 

Tax number: 32757646-2-15 

EU VAT number: HU32757646 

Company registration number: 15-09-093333 

Court of registration: Nyíregyháza Court of Registration 

Phone: +36-70/522-8365 

Managing Director: Imre Juszku 

 

1.  Purpose of Legal Basis of Data Processing 

This Privacy Policy applies to visitors of the juracable.com Website and to users of the contact 

form available on the site. 

A “Visitor” is defined as a natural person who visits the Website or uses the contact form 

provided on it. 

We process the data provided in the contact form (name, email address, message) solely for 

the purpose of responding to inquiries and maintaining contact. The legal basis for the 

processing is the data subject’s consent in accordance with Article 6(1)(a) of the General Data 

Protection Regulation (GDPR). 

 

2. Data Transmission 

The data submitted via the contact form (name, email address, message) is forwarded to the 

Data Controller’s email address (juracable@gmail.com) using the services of a third-party 

provider, EmailJS (www.emailjs.com). The provider functions purely as a technical 

intermediary and does not store the data long-term, but transmits it in encrypted email format. 

In terms of the GDPR, EmailJS acts as a data processor. We strive to work exclusively with 

partners that comply with European data protection standards. 

The transmitted data is used solely by the Data Controller and is not shared with third parties. 

 

 

mailto:aprithun@gmail.com
http://www.emailjs.com/


3. Use of LocalStorage – Language Preference 

The Website is available in Hungarian, English, and German. To enhance the user experience, 

the system stores the last selected language in the user's browser using localStorage technology. 

This setting is used only to display the site in the previously chosen language on future visits. 

The stored language setting does not identify users and is not shared with any third party. 

Users can clear this data anytime through their browser settings. 

 

4. External Services – Icon Library 

We use the following external technologies to operate the Website: 

a) Icon Display – Bootstrap Icons 
Icons on the Website are provided via the Bootstrap Icons library loaded from a third-party 

CDN: 

https://cdn.jsdelivr.net/npm/bootstrap-icons 

During this process, the visitor’s browser may connect to the provider’s server, which may 

collect technical data (e.g., IP address, device/browser information). The Data Controller 

does not have access to this data. For its handling, the provider’s privacy policy applies. 

b) Contact Form – EmailJS 
Submitted contact forms are transmitted through the EmailJS service. The data entered 

(name, email address, message content) is encrypted during transmission and sent to the Data 

Controller’s email address. 

 

5. Territorial Scope and Acceptable Law 

The Website is operated from Hungary, and its services are primarily intended for visitors 

within the European Union. Accordingly, the data processing is governed by EU data 

protection law – particularly the GDPR (EU 2016/679) – and Hungarian legislation. 

Data transfer occurs exclusively within the European Economic Area (EEA), except in the case 

of the third-party providers mentioned in Section 4, which may involve technical data transfer 

to third countries (e.g., EmailJS to the United States). In such cases, providers are required to 

ensure GDPR-compliant safeguards. 
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YOUR RIGHTS REGARDING PERSONAL DATA 

Under the GDPR, you have the right to: 

 Access personal data processed about you 

 Request correction of inaccurate data 

 Request erasure of your personal data (if no legal obligation requires its retention) 

 Request restriction of processing 

 Data portability (if applicable) 

 Object to data processing 

You can contact us through the contact information above to exercise these rights. Requests 

are generally fulfilled free of charge and within 15 working days unless legal exceptions apply. 

 

COMPLAINTS 

If you have any questions, suggestions, or concerns about data processing, or if you wish to 

exercise your rights, please contact us via the channels provided on the Website (email or post). 

Please submit any statements related to personal data in writing. We respond to all inquiries 

within 30 days. 

You may also submit a complaint to the data protection authority in your country of residence 

within the European Union. 

Additionally, you may seek legal remedy before the court of your country of residence or 

habitual stay. 

 

GLOSSARY OF TERMS 

Data Subject: A natural person who is identified or identifiable based on personal data. 

Consent: A freely given, specific, informed, and unambiguous indication of the data subject’s 

agreement to the processing of their personal data. 

Personal Data: Any information relating to an identified or identifiable natural person. 

Data Controller: The person or organization that determines the purposes and means of 

processing personal data. 

Data Processing: Any operation performed on personal data such as collection, recording, 

storage, use, transmission, deletion, etc. 

Data Breach: Unauthorized access, disclosure, alteration, or destruction of personal data, 

including accidental loss. 

Third Party: Any individual or entity other than the data subject, controller, or processor who 

is authorized to process personal data under direct authority. 

Data Security: Technical and organizational measures to protect personal data against 

unauthorized processing. 



APPLICABLE REGULATIONS 

Our data processing activities are governed by the General Data Protection Regulation (EU) 

2016/679 (GDPR) and other relevant data protection laws applicable within the European 

Union. 

 

 

 

 

 

 


